
The recent outbreak of the COVID-19 virus has seen more people working remotely for their own and their colleagues' 
safety. Whilst there are many benefits to working remotely, we wanted to raise awareness that in doing so, there is an 
increase in cyber risk to the business, and while it is important to consider your employees’ safety, it is imperative to 
ensure the security of your company data and the reputation of the business. Below are the most important Do’s and 

Don’t to keep your business safe from cyber threats when working remotely.
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For a free phishing test, please visit: https://www.cyberriskaware.com/free-phishing-test/


